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ABSTRACT
PageRank-style authority analyses of Web graphs are of
great importance for Web mining. Such authority analyses
also apply to hot “Web 2.0” applications that exhibit a nat-
ural graph structure, such as social networks (e.g., MySpace,
Facebook) or tagging communities (e.g., Flickr, Del.icio.us).
Finding the most trustworthy or most important authorities
in such a community is a pressing need, given the huge scale
and also the anonymity of social networks.

Computing global authority measures in a Peer-to-Peer
(P2P) collaboration of autonomous peers is a hot research
topic, in particular because of the incomplete local knowl-
edge of the peers, which typically only know about (arbi-
trarily overlapping) sub-graphs of the complete graph. We
demonstrate a self-organizing P2P collaboration that, based
on the local sub-graphs, efficiently computes global author-
ity scores. In hand with the loosely-coupled spirit of a P2P
system, the computation is carried out in a completely asyn-
chronous manner without any central knowledge or coordi-
nating instance. We demonstrate the applicability of au-
thority analyses to large-scale distributed systems.

1. INTRODUCTION

1.1 Motivation
With the recent advance of social communities, mining

their structures is a relevant topic not only for research,
but with immediate real-life applications. Identifying “hot
spots” of a community is a vital guidance for users to iden-
tify potentially interesting entities, and captures the “Chi-
nese whisper”-style evolution of facts and trends [9, 17, 8].
At the same time, the high growth rate of such networks to-
gether with the high dynamics makes it an increasingly hard
task to separate authoritative information and players from
pure rumors or sometimes even guerrilla marketing. The
evolutionary development of such networks has also sparked
research towards time-aware authority ranking [5].

Fortunately, the community users interact in a way that
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results in community graphs that allow authority analyses
similar to popular PageRank-style analyses on Web graphs
[6]. Such community graphs naturally arise in various appli-
cations, by different means of user interaction, with respect
to a wide variety of entities, and with varying notions of
authority. A popular example of such a community is the
photo-sharing community Flickr, where users can upload
their digital images, build friend-relationships with other
users, and tag pictures (both your own and your friends’).
As another representative application, consider social com-
munities such as MySpace or Facebook, where users can
upload personal profiles, maintain diary-style blogs, do real-
time chatting with other users, and invite other users as
“friends”. There are also various examples of more tradi-
tional reference graphs, e.g., co-author or citation matrices
[20]. Bibliometric analyses of such data, e.g., based on the
spectral analysis of the underlying graphs, are gaining at-
tention as a means of measuring impact.

1.2 Technical Issues
The notion of authority differs widely among these com-

munities, but typically refers to a combination of factors like
trustworthiness [10], reputation [14], importance or prestige
of entities [15, 13], or attention level. Similar approaches
have also been proposed to combat link spam [11, 16, 2].

Edges in such a graph, and thus the notion of authority
transfer across entities in the graph, typically expose the
same features that apply to social networks in the real world.
For example, they are not necessarily symmetric (who does
not know people that call you a “friend”, while you would
prefer to not have much to do with them...), and they show
a certain degree of transitivity (if you trust your friend, you
somehow also trust her friends, but after some hops you
would end up trusting the whole world...).

Authority analysis on such graphs typically builds on spec-
tral methods, i.e., computing Eigenvalues and Eigenvectors
and characterizing the corresponding decomposition of a
graph’s adjacency matrix (or possibly even a tensor of a
third dimension is involved [22], e.g., time). For example,
PageRank computes the principal Eigenvector of a matrix
that is derived from the Web link graph with an additional
feature of uniform random jumps. PageRank vectors, char-
acterizing the prestige of Web pages, are usually computed
by the iterative Jacobi method (aka. power iteration) with
fast convergence. The same mathematical algorithm has
been applied to computing TrustRank [12], SpamRank [3],
and other methods of social authority and (positive or neg-
ative) impact.

This family of spectral analysis procedures includes many
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variants for different types of graphs, such as directed vs.
undirected graphs, weighted vs. unweighted edges, one type
of nodes vs. typed or labelled graphs, and so on. One signif-
icant drawback of most algorithms of this kind is that they
operate on a potentially huge graph and expect the graph to
reside in main memory (possibly in the aggregated memory
of many computers in a server farm). This may be accept-
able for Google, but becomes a major impediment for other
applications.

1.3 Our System
Many applications of authority analysis naturally lend

themselves towards a decentralized peer-to-peer (P2P) set-
ting. For example, tagged photo collections would ideally
reside on the owner’s computer and shared with the com-
munity by a P2P-style network, and the same holds for lists
of friends and private interactions, recommendations, and
subjective “ratings” within a tightly-knit community. To-
day’s social-Web applications are typically implemented in
a centralized server-centric manner for technological as well
as business-model reasons, but P2P implementations are not
only well conceivable, but would actually have advantages
in terms of lower vulnerability to performance bottlenecks,
privacy breaches, and other forms of attacks, censorship, or
manipulation. These arguments would even hold for Google-
style Web search; several research projects are underway to
study whether Web search can be implemented in a P2P
network with millions of autonomous peers. Such systems
could obviously highly benefit from the availability of global
authority scores.

We consider a self-organizing network of collaborating peers,
using an overlay network. Each peer is autonomous in the
sense that it has full control over its own data contents
posted to the P2P network. This data may be personal con-
tent (such as photos), opinions or recommendations (such as
product reviews or blog articles), and other social tags that
refer to data residing elsewhere. For example, in a P2P Web
search network, a peer’s data may be a small collection of,
say a few million, Web pages gathered by a focused crawler
that is trained with the corresponding user’s thematic in-
terest profile. Thus, each peer would have a local fragment
of the global social graph that emanates from the overall
network. Because of the peers’ autonomy, the local graphs
of different peers may overlap; so a peer’s data may contain
Web pages, community members, or other entities (and the
corresponding graph vicinities) that are also known to and
captured in data of other peers.

This P2P setting complicates PageRank-style authority
analysis. Our JXP algorithm [18] is a solution to compute
authority measures in a completely decentralized manner.
Our fully implemented system provides a versatile platform
for different kinds of authority computations in such a P2P
environment, and is not limited to any concrete application
domain. For very large global graphs that would not fit into
the memory of a single computer, JXP has the salient prop-
erty that it can distribute and parallelize the work across
many smaller peers.

2. OUTLINE OF THE JXP ALGORITHM
Recently, various techniques have been proposed for dis-

tributed PageRank-style authority computations, e.g., [23,
24]. However, these advanced methods work only when the
overall Web graph is partitioned into disjoint fragments.

With autonomous peers creating (or gathering) and tagging
data at their own discretion, this is not a reasonable assump-
tion.

The JXP algorithm dynamically computes global PageR-
ank (or mathematically similar) authority scores based on
directed graphs that are arbitrarily spread over autonomous
peers in a P2P collaboration. Each peer periodically, and
independently of other peers, performs local PageRank score
computations on its local graph fragment, where the local
graph is augmented by a world node that represents the lo-
cally unknown part of the global graph. Mathematically,
this is a state lumping or aggregation technique for the un-
derlying Markov chain.

JXP initiates random meetings between pairs of peers,
for mutual exchange of information about their local graph
fragments and to continuously improve each peer’s knowl-
edge about its world node. The algorithm does not assume
any particular assignment of pages to peers, allowing the
local graphs to overlap arbitrarily. Throughout these meet-
ings, the JXP scores that are locally maintained at each
peer for its graph fragment converge to the global authority
scores that would be derived from the entire global graph.

Details about the JXP algorithm, including the proof of
convergence, can be found in [18].

The JXP algorithm is efficient and scalable, as all com-
putations are strictly local and performed only on the small
local graph fragments, whose sizes are independent of the
number of peers in the network or the size of the global
graph.

3. EXPLOITING SOCIAL TAGS
Explicitly annotating entities within a community, also

referred to as Social Tagging, creates peer relationships on
different levels:

• The number of annotations of an entity, possibly nor-
malized by its lifetime, indicates the level of interest
in the entity. This may be captured in edge weights.

• If the same entity has been tagged by several users,
both users seem to share interest in the topic of the
entity — not only that they have accessed the entity,
but also cared about annotating it.

• If their tags even match, the users do not only seem to
share the same interest, but also agree in their opin-
ions.

When meeting previously unknown peers, the level of mu-
tual “social compliance” can be checked by means of statis-
tical synopses and relative entropy measures [19] either on
the user’s local data or on the similarity of user-assigned
tags. A simple thresholding allows the formation of com-
munities of thematically “close” peers, much in the spirit of
a semantic overlay network (SON) [7, 1]. Such friend re-
lationships can be used to bias future peer interactions as
to personalize the computational results. For example, if
you are a computer scientist, you may want to weigh enti-
ties created by other computer scientists higher than those
from economists or marketing people, or you might bias the
weights of an authority analysis in the spirit of a personal
PageRank score.

The contribution of meeting a remote peer w.r.t. local
authority scores positively depends on the number of links to
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local pages, as these are the paths of authority transfer. To
benefit from this observation we bias the meeting strategy
of JXP in two ways:

• Since it has been shown that for web documents the
majority of outgoing links point to document that are
in the same community, we favor peers that have sim-
ilar content. Preferring such peers when scheduling
meetings can, thus, speed up convergence, as they have
a higher probability of containing links to pages in the
local collection.

• We perform a pre-meeting phase where peers exchange
compact data synopses that describe the outgoing links
of their collections.

While the first strategy is inherently given in a semantic
overlay network, the second strategy is an additional filter-
ing step that prevents peers from performing useless meet-
ings.

4. DEMO DESCRIPTION
The demo showcases a collaboration of peers in a self-

organizing P2P network. We use Amazon product pages
and their recommendations as small-scale data for the live
demonstration. We point out that we can apply the very
same software also to other social network data, e.g., har-
vested from Flickr or Del.icio.us, and we are currently in the
process of harvesting large-scale experimental data. While
this data in principle exhibits a stronger use-case for author-
ity analysis, we see the main purpose of a demonstration at
a conference to actually perform a live demonstration of the
prototype (instead of only showing screenshots on a poster),
we have opted to nevertheless settle for the smaller data set,
but hope to make Flickr data available by the time of the
conference.

On Flickr data, i.e., assuming annotated pictures residing
locally at the peers and an additional user graph built up
from contact relations, consider the following use case: when
browsing the images, a user comes across an image of the
Prater, one of the most renowned sights of Vienna, and is in-
terested in more high-quality pictures of the Prater. While
in today’s system, a search for the tag Prater will prob-
ably result in a huge result list with an unclear notion of
relevance, the authority scores allow a distinct approach of
relevance. Consider the user graph as implicit expressions of
user endorsements, just like the document link graph does
for Web pages in PageRank. Users with a large number
of (incoming) edges in the user graph can be considered
to be valuable sources for high-quality pictures, which has
triggered their popularity. Authority-scores of the users re-
sulting from a JXP-style distributed authority-computation
can now be used to add a well-founded notion of relevance
and, thus, help the user to find high-quality images of the
prater (in combination with other sources of relevance, e.g.,
based on text features or image similarity). Alternatively,
the existence of the user graph lets the user easily limit her
search to her (immediate or x-degree) contacts.

Let us alternatively outline a different application of au-
thority on Del.icio.us data. Consider each user is crawl-
ing the Web autonomously, starting with its personal book-
marks as crawl seeds. Doing so, each user builds up a lo-
cal index and is willing to share its index contents to im-
prove the search experiences of remote users. Conceptually,

the underlying graph in this case consists of the (hypotheti-
cally) combined local Web graphs of all users. The existence
of PageRank-style authority scores on the combined Web
graph is a big step towards a meaningful document scoring
across the autonomous sources. We plan to implement this
scenario on top of our P2P Web search prototype [4].

For the actual conference demonstration, this transfers to
the following scenario: peers have drawn data from a Web-
Service-based extraction of Amazon product pages. The
product pages contain user comments as “tags” to the prod-
ucts. Moreover, each product page has a set of links to rec-
ommended, similar products. These links form our graph
structure. “Ground truth” is given by global authority scores
computed upfront on the entire graph

For live demonstration of scale, multiple peers can be run
on the same notebook or multiple peers can be started on
multiple notebooks, using a standard LAN switch. JXP
peers are implemented in Java 5, the peers’ data collections
(i.e., their local graphs) are stored in a light-weight database
system that supports standard SQL. Upon startup, each
peer creates a Pastry [21] node and is automatically inserted
into the P2P network. Peers implement the PastryAppli-
cation interface (see http://freepastry.org) and, thus, can
be used together with any existing Pastry-based P2P appli-
cation. This way, the JXP meeting processes can be pig-
gybacked on the application-specific communication. Note
that we, in absence of a particular companion P2P applica-
tion and for the sake of simplicity of running a demo, use
Pastry only as a network infrastructure to keep the network
connected and to randomly select peers to meet. We could
employ any other network infrastructure, and do not rely on
any DHT functionality like redundant data storage.

Peers start by computing initial JXP scores on their lo-
cal graph fragment and gradually improve their knowledge
about the outside world by random meetings with other
peers. Each peer illustrates its local convergence of JXP
scores to the ground truth by charts being updated contin-
uously. Figure 1 shows a screenshot with charts for 4 peers
in a network with 10 peers. The y-axis shows Spearman’s
footrule distance between the ranking of local pages (based
on the current JXP scores) and the ground truth, as a func-
tion of meetings performed (x-axis). The table on the upper
right corner of each graph shows anecdotic evidence in form
of the top-20 local pages (again based on the current JXP
scores) side-by-side with the top-20 local pages based on
the ground truth. Matching ranks are highlighted in green.
Notice that the relative ranking of pages is mostly correct
even for red pages that are only shifted by one because of
a missing or misplaced page above. This gives strong evi-
dence that authority scores, which have been proven to be
powerful ingredients to data ranking in a central setting, are
finally also available in a fully distributed environment.

Demo visitors can follow the convergence of JXP scores
to the ground truth, as the aggregated error is rapidly de-
creasing and as both rankings align.

The demo can be started in three different modes, i.e. peer
meeting strategies, that influence the speed of convergence:

• with remote peers selected randomly and uniformly

• with a bias in favor of peers that have similar content

• using the aforementioned pre-meeting strategy to avoid
useless meetings
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Demo visitors can easily check that the number of meet-
ings (shown on the x-axis) necessary to reach a satisfactory
level of convergence decreases remarkably. This makes a
strong case that powerful social systems can also add to the
performance of distributed systems.

Figure 1: Screenshot for 4 Peers
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